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Patron credit card is 

scanned at the POS 

or kiosk card terminal

Payment processing is

managed by the credit 

card company in

in their cloud

environment, 

not on your website 

or servers
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Encrypted payment 

data flows directly to 

acquirer or processor

Authorization is sent back 
to the POS terminal 
without customer 
payment information

Removing the 
Burden

Cardholder data is 

never stored or 

exposed on your 

library’s systems.

Our Implementation 

Consultants work 

with you to provide 

guidance for securing 

PCI compliance. 

EnvisionWare® eCommerce Services™ PCI Assurance

www.envisionware.com

When it comes to managing credit card transactions, you want to make certain the process is easy 

and secure. EnvisionWare eCommerce Services is designed in partnership with VeriFone, a global 

leader in credit card payment processing, giving you peace of mind and confidence that your 

library is PCI compliant.

This protection is subject to local law.
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With EnvisionWare, your library is automatically protected for a breach across the entire 

eCommerce enterprise, including terminals, web, and Point of Sale. There are no additional fees or 

forms to fill out and protection applies for both costs associated with a suspected breach and an 

actual breach, even if you are not PCI compliant.

Comprehensive Data Breach Financial Protection Across the 
eCommerce Enterprise

 • $100,000 per MID and up to $500,000 annual aggregate limit per merchant

 • $0 deductible

 • No additional fee

 • Protection applies automatically

 • EMV equipment upgrades in lieu of fines and penalties as a result of a breach


